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Service Description 
 

Infosec Reporting 

 
 

 

 

 

“The bullet ant’s sting is known for being the most painful sting of 

any insect. Some victims compare the pain to that of being shot, 

hence the name. It’s been described as causing waves of burning, 

throbbing, all-consuming pain.” 

Prey Behavior 
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This assessment analyzes how an organization manages its information 

security reporting. The results identify the organization’s risk behavior 

relative to its internal and external infosec reporting.  

The assessment can be integrated with our predator-prey platform and the 

resultant dashboard succinctly identifies an organization’s high-risk behavior. 

Platform outputs can be used to influence and inform Enterprise Risk 

Management, Budget and Strategy. 

 

 

 

 
 

Deep Analytics 

We use artificial intelligence and a variety 

of analytics to assess how an organization 

approaches information security reporting - 

to identify high risk behavior. 
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Executive 

Do executive management and 

the board have clear insight 

into your cyber risks? How are 

changing risk profiles 

communicated? Is the 

information presented easily 

consumed by its audience? 

Techno-babble? These are just 

some of the questions our 

analytics answer.     

 

 

 

 
 

 

 

 

Operations 

Are operations alerts, exemptions and 

risk management integrated? Are you 

standards compliant? Are there 

succinct communications tailored to 

each audience? Are there feedback 

mechanisms? Are there clear 

definitions of roles and 

responsibilities? Our analytics answer 

these questions and more to identify 

high risk behavior.  
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Statutory 

Are you able to meet your 

obligations? How do you know? 

Are you reporting actual 

capability compliance or is it a 

tick-the-reporting box?  Are 

audit items tracked and 

completed? Which role has 

authority for statutory 

compliance? Just some of the 

questions we answer in 

identifying high risk approaches. 

 

 

 
 

 

 
 

 

 

 

Process 

The threat actor achieves reward when 

t 

 

 

  



 

 Charlotte Badger 

www.charlottebadger.com 

 

The assessment is available in standard or 

advanced with results made available in 14 

and 28 days respectively. Standard provides 

a snapshot with associated heat maps and 

analytics and advanced includes behavioral 

recommendations. All of which are designed 

to address the question of information 

reporting behavior. 

 

Features Standard Advanced 

Executive ✓ ✓ 

Operational ✓ ✓ 

Statutory ✓ ✓ 

Behavioral Analytics ✓ ✓ 

Behavioral Recommendations X ✓ 

 

Each assessment includes a summary rating within the scale of 1 to 5 and a 

red-amber-green dashboard display. 

 

 

 

 

 

 

Resilience 

Infosec Reporting 

1 3 5 

 

Infosec Reporting 

Identifying an organization’s 

high-risk behavior in its 

information security reporting is 

a key element to understanding 

risk.  
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Predator-Prey Platform 

The resultant summary rating can be used within the predator-prey platform 

to influence and inform Enterprise Risk Management, Budget and Strategy. 

 

 

 


